## CoSN Live: Deep Dive into Cybersecurity

### Agenda

<table>
<thead>
<tr>
<th>Time</th>
<th>Session</th>
</tr>
</thead>
<tbody>
<tr>
<td>8:00 - 8:45 am</td>
<td>Check In</td>
</tr>
<tr>
<td>8:45 - 9:00 am</td>
<td>Welcome &amp; Logistics</td>
</tr>
</tbody>
</table>
| 9:00 - 9:45  | Keynote: Why Security, Why Now?  
Ryan Cloutier, CISSP |
| 9:45 - 10:05 am | Sponsor Spotlight 1  
Sponsor Spotlight 2 |
| 10:05 - 10:20 am | Break                                      |
- CoSN Tools Overview - Current & in development  
- District Spotlight  
- Building your program from scratch - hands on facilitated exercise |
| 11:20 - 11:40  | Sponsor Spotlight 3  
Sponsor Spotlight 4 |
| 11:40 - 12     | Intervention - Monitoring & Response  
- CoSN Tools Overview  
- District Spotlight |
| 12:00 - 1:00 pm | Lunch & Learn  
Sponsor Spotlight 5 |
| 1:00 - 1:30 pm | Intervention - Monitoring & Response Part 2  
- Opportunities for enhancing monitoring & response - hands on facilitated exercise |
| 1:30 - 2:00 pm | Incident Response Strategies  
- Foundations of incident response planning and preparation |
| 2:00 - 3:00 pm | Security Breach Simulation  
<p>| 3:00 - 3:30 pm | Incident Response Simulation Reflection |</p>
<table>
<thead>
<tr>
<th>Time</th>
<th>Session</th>
</tr>
</thead>
<tbody>
<tr>
<td>8:00 - 8:30 am</td>
<td><strong>Check In</strong></td>
</tr>
<tr>
<td>8:30-8:45</td>
<td><strong>Welcome &amp; Logistics</strong></td>
</tr>
<tr>
<td>8:45-10</td>
<td><strong>Using Your Security Plan</strong></td>
</tr>
<tr>
<td>10 - 10:15 am</td>
<td><strong>Break</strong></td>
</tr>
<tr>
<td>10:15-12</td>
<td><strong>Primary Contact Role &amp; Responsibilities</strong></td>
</tr>
</tbody>
</table>

**Closing: Taking the First, Or Next, Steps in Cyber Security**

- Amy McLaughlin, CETL, CISM

Security planning is more than just building a plan and sitting it on the shelf. To be truly useful, a security plan needs to be used.

- Walk through the steps to make your security plan actionable
- Socializing and training your leadership on your security plan
- Leveraging your security plan to effect change
- Maintaining accountability

You are the district’s primary security contact (or backup), now what? Identify the processes, procedures and knowledge you need to have in place to successfully identify and respond to cyber security events as they occur.